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1 Introduction 

To guarantee the highest security standards, we’re continuously optimizing our products. If you have any concerns about 

product security, please get in touch with our PSIRT team by email (psirt@advasecurity.com) or through our contact form. 

And remember not to disclose any sensitive information. 

The information below gives you guidance on how your inquiry should be structured. This ensures that your report will be 

processed with the highest possible efficiency. 

 

2 Content of the inquiry 

 

Contact details 

• Name of your organization 

• Contact name within your organization 

• Contact details (e-mail address and phone number) 

  

Affected product: 

• Product and product line of the affected product. If necessary, multiples can be specified. (e.g., “FSP3000 R7 / 

10TCE-PCN-16GU.AES100G-BSI” 

• The current software version of your product (e.g., “22.1.1”) 

 

Description 

• A short description of your concern 

• The source of your concern 

• If applicable, steps to reproduce 

 

Expected behavior 

• If applicable, please describe the behavior you would expect from the product. 

 

Actual behavior 

• If applicable, please describe the behavior the product shows.  
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